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Cybersecurity Pure-Player
With over 28 years of experience, Intrinsec strives to be a reliable partner

and a benchmark in safeguarding against diverse cyber threats.

Leveraging our extensive comprehension of cybersecurity challenges,

we actively foster the protection of your organization and preserving

your business by proactively meeting your cybersecurity requirements.
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Focus on ransomware compromises

Key figures

Increase of 15,45 % of 

ransomware attacks claims 

between April and May 2023
411

This data is the result of an internal methodology used by Intrinsec's CTI team, which consists of identifying public claims of attacks directly on the websites of ransomware operators.*
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Top 10 most active ransomware operators in the last three 
months
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Focus on access and databases sales
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Initial access/database sales witnessed online in May 2023
Every day, dozens of accesses and databases are sold on forums and malicious marketplaces. Obtaining them could lead

to attackers gaining initial footholds and compromising more entities.
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Some of our analysis from May 2023 

Cyber Threat Landscape 2022
Our 2022 Cyber Threat Overview takes a look at the threat trends observed over the past year in terms of cybercrime and state threats, with a focus on the Russian, 

Iranian, Chinese and North Korean threats. 
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